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THE IMAGE PROCESSING ALGORITHMS
FOR BIOMETRIC IDENTIFICATION BY FINGERPRINTS

Abstract. The article discusses image processing algorithms for biometric fingerprint identification. The
identification features of the structure of papillary patterns on the fingers have been studied taking into account the
fact that different pressure, speed, direction, ambient temperature and humidity level lead to different images. Due to
various digital image processing and analysis algorithms such as: the SIFT descriptor, as well as the closest compe-
titor, the SURF descriptor, it is possible to quickly obtain unique characteristics for each image. This study used a
database of photographs obtained from open sources — the Fingerprint Verification Competition 2004 (FVC2004).
As a result of the work, the graphic image of the matching key points, as well as the number of matched key points
by fingerprints, have been investigated. Search key points is performed using the Hesse matrix. The determinant of
the Hesse matrix (Hessian) reaches the extremum at the points of maximum variation of the brightness gradient.
Fingerprints were obtained using the optical sensor "Cross Match V300". The experimental study showed that the
developed software system has invariance to image rotations.

Key words: biometrics, fingerprints, identification signs, minute, papillary patterns, key point descriptors,
image gradient, biometric personality identification, brightness gradient, digital processing algorithm, SIFT, SURF,
BRIEF descriptors, database, Hessian matrix, CrossMatch V300 optical sensor, biometric scanner, FPM10A module,
Adafruit Arduino library, optical scanner, password for passwords, invariance, uniqueness, volume precedents,
Laplace pyramid, octave, key point estimates, Haar filter, Hamming distance sum, electronic fingerprint.

Introduction. Modern image processing algorithms are the main tools to improve performance in a
variety of industries [1-3]. Criminology is one of those arcas where the use of modern image processing
algorithms provides a significant improvement in the results.

Since ancient times, a handprint was used to confirm the authenticity of a document. In VI-VII cen-
turies in China a fingerprint was used to sign documents. The most famous use of the handprint as a con-
firmation of the document was the Ashtiname of Muhammad, also known as the Covenant or Testament
of Muhammad, is a document which is a charter or writ ratified by the Islamic Prophet Muhammad
granting protection and other privileges to the followers of Jesus the Nazarene, given to the Christian
monks of Saint Catherine's Monastery. It is sealed with an imprint representing Muhammad's hand [4].

Traces of human fingers in their forensic significance occupy the first place in the group of methods
of identification, which is explained as the frequency of their detection, and the fact that they can be used
quickly enough to identify the person who left the fingerprints, also to identify the relation of this person
with other incidents in which the same fingerprints were found. Such possibilities are associated with the
features structure of skin on the fingers, namely the uniqueness of papillary patterns. Identification
features of the structure of papillary patterns on fingers are divided into global and local signs: Global
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signs include features that can be seen with unaided eye. These features include: the type and kind of
papillary pattern; direction and steepness of the flow of papillary lines; structure of central pattern;
structure of delta; the number of papillary lines between the center and delta and many other features.
Another type of signs is local. They are also called minutia points (signs or special points) — unique
features inherent only in a particular print, determining the points of change in the structure of papillary
lines (ridge ending, bifurcation, short or independent ridge, etc.), the orientation of papillary lines and
coordinates in these points. Each print can contain up to 70 minutiae or more. The analysis is based on
mapping local features — minutia is the most popular approach to identify because of the widespread
opinion that minutia are the most discriminating and reliable features [5]. However, this approach faces
some serious problems related to large distortions caused by fingerprint matching with different rotation,
an example of such matching is shown below (figure 1) distortions from the FVC2004 DB1 (102 3)
base.tif and 102 5 tif).

Figure 1 — The result of matching fingerprints with different rotation

The fingerprint of the same person will never look the same in any two readings. Different pressure,
speed, direction, ambient temperature, skin moisture and moisture levels will result in different images.
Also, in work [13] the example of age-related changes of fingerprints is given, with age fingerprints
become less accurate and can change.To solve the above mentioned questions, the researchers proposed
various methods of digital image processing and analysis, namely, the description of local vicinity of
characteristic points - descriptor.

One of the main requirements for a special descriptor were:

Invariance — for the description of singular points to little change under different geometric and
photometric transformations of the image.

Uniqueness — the descriptors of two different images should be markedly different from each other.
These image requirements were formulated in [7] on the review of image matching methods.

Through various digital image processing and analysis algorithms such as: the SIFT descriptor, which
was proposed in 1999 in article [8], as well as the closest competitor the SURF descriptor, which was
proposed in 2008 in work [9], it became possible to quickly obtain unique characteristics for each image.
However, none of the existing algorithms is universal, and therefore the search for solutions is an actual
task.

The algorithms used to describe local features for biometric fingerprint identification, can be sepa-
rated into several interrelated tasks:

1. Transformation the fingerprint image to a list of special points in the function (intersections,
ridges, etc.), as well as their relative positioning and other parameters.

2. Converting the resulting function vector to a storage object in the database, which can be a row or
a data series of column in a tuple.

3. Classification and comparison of the identified unique features of fingerprints with all the data that
are already available in the system.

The objects of analysis are photos of fingerprints obtained from open sources, their unique features —
a set of characteristics, and the output — comparison with other images and an indication of the coefficient
of "similarity" with images that have already been previously identified in the database. Training takes
place on a sufficient amount of precedents.
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Research methods. In this research, we used a database of photos obtained from open sources -
Fingerprint Verification Competition 2004 (FVC2004) [15-16], and the result: a graphical image of
matching key points, as well as the number of matching key points on fingerprints. In FVC2004, emphasis
is placed on distortion as well as on obtaining images of dry and wet fingerprints. Fingerprints were
obtained using the optical sensor "Cross Match V300". Between the identification features of the structure
of papillary patterns of the same person, obtained at different times, there are certain dependencies that
need to be established. For this purpose, so-called precedents are used, that is, such sets of fingerprint
images that are already identified using this algorithm. Such precedents are called training samples. In this
study, several types of descriptors such as SIFT, SURF, and ORB descriptors were considered and used.

Descriptor SIFT. The SIFT (Scale Invariant Feature Transform) descriptor was proposed in 1999 by
D. Love, University of British Columbia [8]. This descriptor is a local histogram of the image gradient
directions. The following steps are required to build an image descriptor:

1. Finding the pyramid of image.

2. Keypoint finding.

3. Keypoint localization.

4. Keypoint orientation.

5. Local descriptor of image.

To find the pyramid of the image, we use the Laplace pyramid, in which we find high-frequency
information about the image. The keypoints of the image are mainly located in these high-frequency parts
of the image. In fact, the Difference of Gaussian (DoG) is an approximation to the Laplacians of the
Gaussian (LoG). It is necessary to build several pyramids with different image scale, each pyramid is
called an octave. Pyramids (octaves) is necessary for invariance to changes in scale and also to search for
keypoints in different scales. For search keypoints to the DoG pyramid, it is necessary to find maximum /
minimum in this scale as well as to find maximum / minimum in the neighboring scales. Refinement of
keypoints after finding the maximum / minimum the next step is a detailed alignment with nearby data on
the location, scale and ratio of the main curves. Keypoint orientation, gradient histograms are build for
cach keypoint, and the neighborhood of the special point is divided into four square sectors. In each pixel
inside each sector, the gradient of image, direction and modulus are calculated. Next, the modules of the
gradients are multiplied by the weight exponentially decreasing with distance from point of interest. For
cach sector, is created directions histogram of gradients, with each occurrence weighted by modulus of the
gradient.

The local SIFT descriptor is a vector derived from the values of all elements of the histograms of
directions and consists of 128 components (8 (number of bins) x4x4 (number of squares)).
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The disadvantage of the system is that the descriptor vector consists of 128 real numbers, that is, it
occupies at least 512 bytes per keypoint. That require significantly more processing power from the
hardware especially if the image has a large resolution and a large number of details. Below (figure 3) an
example of evaluation of key points using the SIFT algorithm is given.

Figure 3 -
Assessment the key points
of the SIFT descriptor
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SUREF descriptor. Descriptor SURF (Speeded up Robust Features) was proposed in 2008 [9] and is a
further development of the SIFT technique. Its descriptor also refers to the number of descriptors that
simultaneously search for singular points and construct their description invariant to scaling and rotation.
The descriptor has proven itself in the tasks of searching for objects in images and comparing images.

The SHIFT method uses the Difference of Gaussian (DoG) for building pyramids of the images.
Different scales of Hessian masks are used to calculate the pyramid of the SURF image, while the scale of
the image is always unchanged. This speeds up the calculation time without reducing the image.

Keypoints are searched using the Hesse matrix. The determinant of the Hesse matrix (Hessian)
reaches the extremum at the points of maximum variation of the brightness gradient and its determinant is
defined as follows:
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where H is the Hesse matrix and the f'(x, ) is brightness gradient change function. In this case, the SURF
algorithm uses different-scale filters to find hessians. For each keypoint, the gradient and scale are
calculated. The gradient at a point is calculated using Haar filters. The filter size is taken to be 4s (where s
is the scale of the singular point). An example of Haar filters is shown in figure 4. After finding the
keypoints, the SURF method generates their descriptors. The descriptor for each key point is a set of 64
(or 128) numbers. These numbers represent the gradient fluctuations around the keypoint. Since the key-
point is the maximum of Hessian, thereby is guaranteed that there must be areas with different gradients in
the in the neighborhood of the point. Thus, the dispersion (difference) of descriptors for different
keypoints is provided, thereby achieving invariance of the descriptor with respect to rotation. The size of
the area on which the descriptor is calculated is determined by the scale of the Hesse matrix, which
provides invariance with respect to the scale.
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(black areas have values of "-1", white "+1") Figure 5 —
Figure 4 — Haar Filters Evaluation of kypoints of SURF descriptor

SURF. Advantages of the method: the SURF method has a higher accuracy and speed of recognition
in comparison with the SIFT method. The disadvantages of the method are similar to the disadvantages of
the SIFT method — it is a requirement for computing power, as well as method is patented and its use is
prohibited for commercial purposes, without the consent of the owner. Below (figure 5) an example of
evaluation of keypoints using the SURF algorithm is given.

ORB descriptor. The ORB descriptor (Oriented FAST and Rotated BRIEF) is a combination of the
detector of keypoints FAST [10] and binary descriptors BRIEF [11], this method was proposed in 2011
[12] as an effective replacement for descriptor SURF/ SIFT.
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The FAST detector is used to search for keypoints. To find comer points, comparing the brightness of the
surrounding 16 pixels around each pixel p. All 16 pixels are then sorted into three classes (lighter than p,
darker than p or similar to p). If more than 8 pixels are darker or brighter than p, this pixel is selected as
the keypoint. Thus, the keypoints found with FAST detector give us information about the location of the
edge (border) in the image. Selecting only 4 pixels on a circle allows you to quickly weed out the wrong
points, but in some cases it is possible to determine different features in the same circle. However, the
FAST algorithm does not have orientation component and multi-scale functions. A multi-level in image
pyramid is used to solve this problem. By detecting keypoints at each level, the algorithm effectively finds
key points at a different scale. Thus, the FAST detector is invariant of partial scale. In the ORB algorithm,
the maximum number of special points by default is not more than 500, if there are more, then the Harris
angle detector [11] is applied to them, to exclude the least significant ones.
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Figure 6 — The considered neighborhood of the p point of the FAST detector

After locating keypoints position, the FAST detector now assigns an orientation to each keypoint,
such as left or right, depending on how the intensity levels change around that key point. The Ball uses a
centroid of intensity for detect changes in intensity. The intensity centroid assumes that the intensity of an
angle is shifted relative to its center, and this vector can be used to calculate orientation.

BRIEF descriptor. This descriptor takes all the keypoints found by the FAST algorithm and con-
verts it to a vector of binary objects so that together they can represent the object. A binary objects vector,
also known as a binary objects descriptor, is an object vector that contains only 1 and 0. In brief, each key
point is described by a vector of objects, which is a string 128-512 bits long.

The BRIEF handle smoothes the image using a Gaussian kernel to prevent the handle from being
sensitive to high-frequency noise. The BRIEF descriptor selects a random pair of pixels in a specific
neighborhood around a key point. A certain neighborhood around a pixel is called a patch, which is a
square of width and height equal to the selected pixel of the singular point. The first pixel in a random pair
is taken from a Gaussian distribution centered around a key point with a spread of 6 (Sigma). The second
pixel in a random pair is taken from a Gaussian distribution centered around the first pixel with a spread of
6 (Sigma)/2. Now, if the first pixel is brighter than the second, it assigns a value of 1 to the corresponding
bit, otherwise 0, figure 7 shows an example of estimating the neighborhood of the keypoint.

This descriptor is represented as a 256-length vector consisting of binary tests results around a
singular point. To achieve invariance to rotation, the descriptor computation area is oriented by the
orientation of the singular point.

. H913%?517 H . Kawuaeean

OHCKEIb TOo9KA

Figure 7 — Considered neighborhood of the keypoint
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Advantages of the method: the ORB method has a high speed in comparison with the methods of
SIFT/SURF. Disadvantages of the method: This method has a "lower" accuracy of recognition in compa-
rison with the methods of SIFT/SURF. Below (figure 8) an example of evaluation of key points using the
ORB algorithm is given.

Figure 8 — Evaluation of keypoints of the ORB descriptor

Research results. The analysis of algorithms of search and identification on images showed that for
the solution of a problem of identification on fingerprints it is effective to use descriptors of key points
because they provide possibility of obtaining the classifier (descriptor) of a fingerprint with high degree of
accuracy, and also have good function of identification on an incomplete fingerprint, the example of an
assessment of 30 key points is shown on (figure 9).

Figure 9 — Score 30 key points descriptor ORB (left), SIFT (center), SURF (right)

The experimental research of biometric fingerprint identification, created on the basis of the proposed
methods of searching for key points, showed that the developed software system has invariance to image
rotations. Its software system is able to work in a large range of lighting changes up to 50-70% of the
lighting level in the image, and has invariance to zoom and slight distortion.

Discussion. According to the results of the analysis of the efficiency and speed of methods and
algorithms of biometric identification of persons, the following conclusions can be drawn:

Algorithms SURF/SIFT have better classifying ability in solving everyday tasks of finding textured
images. Both algorithms are more demanding on the hardware and more suitable for other computer vision
tasks, and both algorithms are patented and its use is prohibited on commercial use, without the consent of
the owner for fingerprint identification task, they have "excess power".

The ORB algorithm has a higher speed in comparison with the above algorithms using SIFT/SURF
techniques, and is more suitable for biometric fingerprint identification tasks. The algorithm is freely
available. ORB algorithm descriptors are binary descriptors and the matching test for such descriptors is
the sum of the Hamming distances for each byte of the descriptor. The use of this algorithm is more
suitable for the tasks of searching for fuzzy fingerprint. An example of the use of forensic software
systems in which fingerprints were marked out using the proposed algorithm.

Conclusion. In the course of the research work, the following tasks were performed: three algorithms
for the identification of key points were investigated and analyzed to solve the problem of biometric
identification by fingerprints. A promising area of application of algorithms is the addition into "classic"
software products for the creation of electronic dactylocards, to search for incomplete fingerprint, because
often in practice there is only a part of the fingerprint to search for matches.
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2020 under the project NeAP05131027 "Development of biometric methods and means of information
protection” at the Institute of Information and Computational Technologies, the Committee of science of
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CAYCAK I3JIEPI BOMBIHILA
JKEKE TYJFAHBI BHOMETPUSJIBIK COMKECTEHIIPY YIIIH
AJTOPUTMAEPAI OHJIEY

Annotamus. Makanaga OHOMCTPHAIBIK CayCak 131H CONKCCTCHAIPYTE apHATIFAH CYpeTTi OHACY alrOpHTMACPi
KapacTeIpsraaael. OIap KONTETCH CAlaIapaaFbl SKYMBICTHI KAKCAPTYABIH HETi3Ti Kypaysl 0obim Tabsriagsl. TaHy
JKYHECI ACPEKTepal CakTayfa, OHBI apbl Kapad eHICYTC, CayCak i3ACPiHIH CYPCTTCPIH AHBIKTAYFA JKOHC KOPCETYTC
apHayraH. KpumuHanucTrka (COT capanmramacsl) — KECKIHASPAl OHACYIIH 3aMaHAYH ANTOPUTMICPIH KOIJAHY MKOHE
SKYMBIC HOTIDKEIICPIH €10Yip >KaKcapTaThIH OarbITTapAbIH Oipi. MyHIa ToKIpHOETiK 3epTTEY 9iCi KApaCTHIPHUIBIIL,
COMKECTCHAIPY HOTIDKEJCPIH oHACY mpoueci cumarraimFad. byn skymeicta FPMI10A moaymu Adafruit Arduino
KITATXaHACBKIHAA OMOMCETPHSIBIK CAaycak i3aepi sKYHECIH Kypy YIOH maimanaHy omici kepceriaren. bym mocencHi
IMCIIy VINIH ACPCKTEpAl CakTay, OJaH apbl OHACY, CAyCaK I3ACPIHIH CYPCTTCPIH AHBIKTAyFa >KOHC KOPCETYTS
apHAJFaH TaHy >KyHeci yChIHBIIOBL Onap eTe KYIHs XKeplepAc, CKaHEepIey KOHE ACPCKKOPIBIH KOMETIMEH caycak
I3EpiH TEKCEpyTe HETI3ACITEH MApOJbFa KO JKCTKI3y KIUITIHIH Oip Typi perinze kommansDiamsl. Caycakrapiarsl
TAMWUJI-TLIPIBI  OPHEK KYPBUIBIMBIHBIH COHKECTCHAIPY EpPEKHICTKTEPI OPTYPHdi KbICHBIMHBIH, >KbLTIAMIBIKTHIH,
OAFBITTHIH, KOPIIAFAH OPTAHBIH TCMIICPATYPACchl MCH BUFAIABLIBIK ACHICHIHIH OPTYPIl KCCKIHACPTES OKCCTIHIH
eckepe oThIps 3eprreneai. Omap axerre kahaHapIK skoHe sKeprimikTi epekmrenikrepre Oemueni. SIFT neckpunrops
skoHe SURF ¢H >KaKbIH 00CEKEIICCl CHAKTHI OPTYPJIi CAaHABIK OHACY aITOPUTMICPIHIH APKACBIHAA 0P KSCKIHTE CPCKIIC
CHIAT-TAMATAPABI T3 aiyFa MYMKIHmIK Tyael. Ocbl 3eprreyAc Oi3 amblK KO3ACPACH ANBIHFAH (POTOCYPETTSP
6azacerH kommaaasIk. On Fingerprint Verification Competition 2004 (FVC2004) aem atamansl. JKyMbIc HOTHKECIHIE
COMKCCTIKTIH HETI3Ti HYKTCACPiHIH TpauKaiblKk OCHHECI, COHBIMCH KaTap Caycak i3aepi OOWBIHINA COHKEC KCICTiH
HCTI3Ti HYKTCICPIIH CaHBI 3¢pTTeNndi. Byn epekmemnikrep YIIiH OpTYp/i MBICATIap KCATIPUITCH, OJApABIH aJIro-
PUTMAEPIHIH aHBIPMAIIBLIBIKTAPEL, APTHIKIIBLUIBIKTAPEI MCH KeMIIiTiKTepl KopceTinreH. Caycak i34epiH CKaHep ap-
KbLIBI SPTYPIIL AaWHAIABIPYMEH COHKECTCHIIPY HOTIOKEC] anbrHAbl. Herisri Hykrenep I'ecce MaTpHIIaChIHBIH KOMETi-
MCEH i3aeneai. ['ecce MATPHUIACHIHBIH JCTCPMHHAHTHL (TCCCHAH) YKAPBIK TPAAHCHTIHIH MAKCHMAJIBI 63repy HYKTC-
nepiame IkcTpemymra skereai. Caycak izaepi «Cross Match V300» ONTHKANBIK CCHCOPBIHBIH KOMCTIMCH AJTBIH/IBL.
OKCIICPUMEHTANIBI 3EPTTCYACH KOPTCHIMI3ACH, O3IPICHICH OaFAapIaMAalTbIK JKACaKTaMa KCCKiHHIH aWHATYBIHA TY-
PaKTHI eMec.

Tyiiin ce3mep: OmoMeTpus, caycak i3mepi, ColKecTeHAIpy Oenrinepi, MUHY IHL, TAMMJULIPIBGIK YITLIep, TYHIHI
JIECKPHIITOPIIAP, CYPET TPATUCHTI, JKEKE OAChIH OHOMETPHSUIBIK COHKECTEHAIPY, >KAPBIKTHIIBIK TPAJTHCHTI, IH(PIBIK
eraey amroputvi, SIFT, SURF, BRIEF aeckpumropmapsr, momimertep Oasacer, ['ecce martpumacer, CrossMatch
V300 ontHkambIK CCHCOpP, OmoMeTpmaaslk ckanep, FPMI10A moaymi, Adafruit Arduino kiTamxaHaChl, ONTHKAITBIK
CKaHEp, MapoJIbI€ ApPHAJFAH KINT, WHBAPHAHT, OIPETCHIIK, BEKTOPIBIK (pyHKums, Jlammac mmpaMmuzachl, OKTaBa,
HETI3ri HyKTenepai 6aranay, Xaap GuibTpi, X3MMHHTTIH KaIIBIKTHIK COMACHI, 3ICKTPOHIBI CAYCaK i31.
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AJIT'OPUTMBI OBPABOTKH N30BPAKEHAI
AJA BHOMETPHUYECKOU HAEHTHO®UKAIIMU THYHOCTH
IO OTIIEYATKAM ITAJIBIIEB

AnHotammst. PaccMaTpuBaroTCs anropuT™Mbl 00pabOTKH H300PKCHUH UII OMOMETPHYECKOH HACHTH(DHKAIIIH
JMYHOCTH TIO OTIEYATKaM manbueB. OHM SIBISIOTCS OCHOBHBIMH HMHCTPYMCHTAMH IO VIIYUIICHHIO PE3yIbTAaTOB
JISSITEIPHOCTH B CAMBIX PAa3IMYHBIX oTpaciix. CHcTeMa pacno3HABAHUS TPETHA3HAYCHA AN XPAHCHUS JAHHBIX,
JanpHEHmeH ee 00pabOTKH, HACHTH()UKAIMH M OTOOPA’KCHUM CHHMKOB OTIICYATKOB MANbLCB. KpUMHHAIMCTHKA
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SIBILICTCSI OJHUM M3 TAKUX HATMPABJICHHUH, I7IC NMPHMEHCHUE COBPEMECHHBIX AITOPHTMOB OOPabOTKH H300paKCHHUH
JIACT 3HAYUTEIBHOC YIYyUIICHAE Pe3yIbTaTOB PabOTEL. PaccMOTpEeHa METOANKA IKCIICPUMEHTATIBHBIX HUCCIICTOBAHMUH,
OMHCAH TPOLECCC 00paboTKH Pe3yabTaToB MACHTH(HKADHWH. B 3T0if paboTe MOKA3aHO, KAaK HCIONIB30BAaTh MOIYJIb
FPMI10A ¢ oubmmorekori Adafruit Arduino amsa co3gaHus OHOMETPHUICCKOH CHCTCMBI OTICUATKOB HAmBICB. [ms
pemICHUs JAHHOH MPOoOIeMBI ObITA MPEANoKEHA CHCTEMA PACTIO3HABAHMS, KOTOPAs IPEAHAZHAYCHA AT XPAHCHUS
JAHHBIX, TaJbHEHUINCH e¢ 00padOTKY, HACHTH()HUKAIMH 1 OTOOPAKCHHH CHIMKOB OTIIEYaTKOB Naibles. OHH HCTIOIh-
3y€TCSl B MECTaX CTPOTOH CEKPETHOCTH, KAK CBOCTO POJA MAPOJICBHIH KIFOY TOCTYIIA, OCHOBAHHBIM HA CKAHHPOBAHHUHA
W CBEPKHM OTICYATKOB ManbleB C 0a30if maHHBIX. MccmenoBaHbl HACHTH()HKAIMOHHBIC TPH3HAKH CTPOCHHS IIa-
MIUBIPHBIX Y30POB HA MAJBIAX C YUESTOM TOTO, YTO PA3IMYHOC JABICHUE, CKOPOCTH, HANPABICHUE, TEMIICpATypa
OKpY>KafoIIeH CpeAbl W YPOBCHb BIAKHOCTH IPHBOMIT K PA3HBIM H300pakeHMSIM. VX MPHHATO MOAPA3AciiTh HA
TI00ATBHBIC W JIOKANBHBIC TPH3HAKK. braromapda pa3imuHbIM aaropurMaM Im@posoit oOpadoTKH W aHAmM3a
n300pakeHNH TakuM Kak: aeckpumrop SIFT, a taxke Ommkadmmii koHKypeHT neckpunrop SURF, mossumacek
BO3MO>KHOCTH OBICTPOTO TOJYUCHHS YHHKAIBHBIX XapaKTCPHCTHK MO KAKIOMY H300pakeHHI0. B gaHHOM mccre-
JOBAaHWM WCIOJB30BaTach 0a3a JaHHBIX W3 (ororpadmid, MOIyYEeHHAS W3 OTKPBITHIX HCTOYHHKOB — Fingerprint
Verification Competition 2004 (FVC2004). B pesymsrare paboTBI HCCICIOBAHBI TpaHUCCKOS H300pAKCHHC
COBIIAJIAFOINMX KJFOUCBBIX TOYCK, 4 TAKKEC KOJIMYECTBO COBIABIIMX KIIOUCBBIX TOUCK MO OTIEYATKAM MAJbIA.
[TpuBeneHb! pa3aMIHBIC MIPUMEPHI AL 3THX IPH3HAKOB, MTOKA3BIBAIONINE MX OTIHYHS, PEHMYIIECTBO H HETOCTATKH
HCTIOJIb30BAHHBIX AITOPHTMOB. [lonmydeH pe3yiabTar COBMAJCHHH OTICYATKOB IAIBIEB C PA3JIMYHBIM BPALICHUEM
yepes ckaHep. TTOMCK KIFOYEBBIX TOYCK MPOU3BOIUTC C MOMOIIBIO MAaTpHIbl ['ecce. JletepmunanT mMaTpuist ['ecce
(TeccmaH) TOCTUraeT IKCTPEMyMa B TOUYKAX MAKCHMAJIBHOTO W3MCHCHH IPAJUcHTA SPKOCTH. OTIEYaTKH MaibLCB
OBLIM TOJYYCHBI C TMOMOMBEO omTHuecKoro matumka «CrossMatch V300». TIpoBeacHHOE 3KCIICPHMCHTATBHOC
HCCIECAOBAHNE MOKA3aJ0, YTO0 pa3paboTaHHAS MPOTPAMMHAS CHCTEMa OOIAJACT WHBAPHAHTHOCTHIO K IIOBOPOTAM
H300parKECHHUSL.

KimoueBpie ciioBa: OHOMETPHS, OTIICUYATKH MANbLCB, HACHTH()UKALMOHHBIC NPH3HAKA, MUHY LU, MAAIILIP-
HBIC Y30PbL, ACCKPHIITOPHI KIFOUEBBIX TOUCK, TPAJUCHT H300PAKCHUS, OHOMETPHUCCKAS HIACHTU(HKALMS JIHIHOCTH,
TPagUCHT SAPKOCTH, anroputM Imdposoit odpadorku, seckpunropsl SIFT, SURF, BRIEF, 6a3a ganHsIX, Marpuna
I'ecce, omrmueckmit matuuk CrossMatch V300, 6uomerpraeckuit ckanep, Moayas FPM10A, oubmmoreka Adafruit
Arduino, cucrema pacno3HABAHWS, ONTHYCCKHH CKAaHEP, MAPOJCBBIM KIFOY JAOCTYIA, MHBAPHAHTHOCTD, YHHKAIb-
HOCTb, 00BbEM IPEUEICHTOB, MHpaMuaa Jlanmaca, OKTaBa, OICHKH KJIFOUCBBIX TOUCK, PUIBTP Xaapa, CyMMa paccros-
HUI X3MMUHTA, JIEKTPOHHAA JAKTHIOKAPTA.
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