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THE DEVICE FOR MULTIPLYING POLYNOMIALS MODULO
WITH ANALYSIS OF TWO LEAST SIGNIFICANT BITS
OF THE MULTIPLIER PER STEP

Abstract. We consider a device for multiplying polynomials modulo where two bits of the polynomial
multiplier are analyzed per multiplication step. Such a device can serve as the basic unit for building cryptosystems
based on non-positional polynomial number systems, where the binary representation of the polynomial multiplicand
can show a fragment of the encrypted text, and the binary representation of the polynomial multiplier can serve as a
secret key. The module is a binary representation of the irreducible polynomial of these two polynomials.

Key words: cryptosystem based on a polynomial number system, irreducible polynomials, polynomial
multiplier modulo irreducible polynomials, remainders.

Introduction. Modern computing devices mainly operate in a positional number system. In such
devices, when performing arithmetic operations on multi-bit numbers, it becomes necessary to take into
account inter-bit transfers, which significantly slows down the calculation speed and complicates the
structure of the computer.

In order to significantly improve the performance of computing devices, it is necessary to use number
systems devoid of the disadvantages of a positional number system. Today, such a number system is the
so-called "non-positional number systems", one of which is the "system of residual classes (RNS)" [1].
The use of RNS is an effective way of performing with a large discharge data. In particular, the use of
RNS allows increasing the speed of the operation due to the lack of transfer. These features provide
significant advantages of the RNS over the positional number system when performing modular
operations of addition, subtraction and multiplication. This is especially true if multi-bit numbers act as
operands. In this case, the multi-bit number is grouped into smaller blocks and each block is processed in
parallel, which leads to faster execution of operations on the multi-bit number.

In Kazakhstan, the The Institute of Information and Computational Technologies (of the Ministry of
Education and Science of the Republic of Kazakhstan conducts research and implementations of
cryptographic information protection algorithms based on the non-positional polynomial number system
(NPNS) [2-5]. In particular, algorithms for block symmetric data encryption based on the NPNS were
developed and implemented. Of particular interest are the hardware-software and hardware methods for
implementing NPSS, which can significantly accelerate the process of encryption and decryption of data
due to parallel processing at the level of individual modules and bits inside the module, and key generation
allows for integrity.

The main hardware/software and hardware cryptosystems are polynomial multipliers modulo
irreducible polynomials, where routine calculations are performed to encrypt and decrypt data. In [6-11],
multipliers of polynomials modulo irreducible polynomials were considered, where at each step of
multiplication, the least significant or most significant bit of the polynomial multiplier was analyzed.
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In this paper, we consider a device for multiplying polynomials modulo with an analysis of two bits
ofa polynomial multiplier, which allows to accelerate the process of multiplication.

Main part. The functional diagram of the considered polynomial multiplier is shown in figure 1. The
device includes:

a shift register RgB that shifts two bits in the direction of the least significant bit;

a register RgP for storing the module P(x);

partial remainder formers PRF1 and PRF2;

a register of partial remainders ofthe RgPR;

B(x)

—» RgB bi bo LAAX) RgP

P(x)

DL.1
Start

R

Figure 1- The device for multiplying polynomials modulo with analysis of two bits of the polynomial multiplier per step
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logical circuits And3 * And11l gates;

logical circuits OR1 and OR2 gates;

delay lines DL.3, DL.4;

cumulative adder modulo two (CMAdd2);

a synchronization unit (SynU), which contains a flip-flop T, a counter of clock signals of the CCS,
logical circuits And2 gates, delay lines DL.1 and DL.2.

The “Start” signal, the clock signals Clk, and the binary representation of the number of shifts K are
fed to the SynU inputs. The polynomial of the multiplier B(x) is fed to the input of the RgB register
through the block of circuits And3, the polynomial of the multiplicand A(x) through the block of circuits
And4, and the irreducible polynomial P(x) is fed through a block of circuits And5.

Figure 2 shows the structure of the PRF, which consists of an modulo adder two and a multiplexer
MS, containing blocks of circuits Andl’, And2’ and OR’, the inverter NOT of which is input to the most
significant bit order bit (MS) of the doubled value of the remainder r _1. The inverter NOT output is
connected to the control input of the block of circuits And2’ and the control bit of the circuit block Andl’
is supplied with the most significant bit MS, the value ofthe doubled remainder 2r _1, without inversions.
The information inputs of the block of circuits And2’are supplied with the bits of the doubled remainder
2r _1, and the information inputs of the block of circuits Andl’ are connected to the outputs of MAdd2.

2ri PC)

i ro=AKX)

VI

MAdd2
T7
OR'

~ T
ROR

Figure 2 - Functional diagram of PRF Figure 3- Functional diagram CMAdd2

When MS= 1 (2r _1>P(x)), the result of summing 2r _1 ® P (x) is fed through Andl’to the output of
the block OR’. In this case, a partial remainder ri =2ri-lmod P(x) = 2ril ® P(x) is formed. At
MS 0 (2ril < P(x)), the value 2r _1 is output through the blocks of And2’ and OR’circuits, a partial
remainder ri=2ri-l is formed.

The structure of the cumulative adder modulo two (CMAdd2) is shown in figure 3, which consists of
an adder modulo two (MAdd2), an intermediate remainder register RgR, where the values Rt = Rt_ 1 ® r
are stored. As well as the values r0=A(x), which is formed by the “Start” level at bO= 1 (where b0-bit of
the binary representation of the polynomial multiplier B (x)).

The operation of the multiplication begins with the input to the input SynU signal “Start”. By this
signal, the polynomial multiplier B(x) is received in the RgB register through the And3 circuit block, and
the binary representations ofthe polynomial-irreducible polynomial module P(x) are received into the RgP
register through the And5 circuit block. The binary representations of the polynomial A(x) are received
through the block of circuits And4. The “Start” signal also writes the binary representations of the number
of shifts - K to the CCS. After receiving the binary representations of the polynomial B(x) in the least
significant bits of the register RgB, the values of the representations b1 and bo are fixed. The positive
output of the flip-flop, where the value of the bits bo is fixed, is connected to the inputs of the blocks of
circuits And7 and And10, and the inverse output of this flip-flop is connected to the input of the block of
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circuits And6. The positive output ofthe flip-flop, where the value of bit b1is recorded, is connected to the
inputs of the block of circuits And8. The value of the multiplicand A(x) with a shift by one bit in the
direction of the most significant bits (L(1) A(x)) is fed to the inputs of the block of circuits And6é and
without a shift, it is fed to the inputs of the block And7. With a value of bo = 1, the binary representations
of the polynomial A(x) without a shift is fed to the input of the register RgR CMAdd2 and with a shift by
one bit in the direction of the most significant bit, it is fed to the moves of the block of circuits OR1. The
outputs of OR1 are connected to the first inputs of the PRF1, and to its second inputs are fed binary
coefficients of the polynomial P(x). At the same time, the value of the first partial remainder rlis formed
at the outputs of PRF1. With a value ofb1 = 1, the value ofrl is fed to the inputs of the CMAdd2 through
the blocks of circuits And8 and OR23. At the same time, at the its outputs, the value of the intermediate
remainder is formed, which is stored in the register RgR.

In parallel with the formation of the intermediate remainder Rz, the value of the partial remainder r1
with a shift by one bit in the direction of the most significant bit one is fed to the inputs of the PRF2. The
value of the remainder r2 is generated at the outputs of the PRF2, which is stored in the register RgPRF2.
Since the time of formation and r1 fixations in RgPRF2 is longer than the time of formation and fixations
of the intermediate remainder R, the delay time on the DL.1 of the *“Start” signal is determined by the
total delay of PRF1, PRF2 and the registers RgB and RgPRF2. Thus, before the *“Start” signal arrives at
the input of the flip-flop T from the output DL.1, the partial remainder r2is fixed in the register RgPRF2,
and the intermediate remainder R1is registered in the register RgR CMAdd2.

After the formation of r2and R, the “Start” signal from the output of DL.1 is fed to the input of flip-
flop T and puts it in a single state, which allows the first clock signal Clk11 to go to output Andl. Clkl
from the output of Andl is fed to the input of the RgB register and shifts it by two bits to the right, and in
its lower bits the value of bits b3 and b2 of the polynomial B(x) is fixed. At the same time, the CIkl
decreases the value of the counter by one. CIk1, after a delay by the time of shifting the register RgB, the
element DL.2 is fed to the input of the block of circuits And10. At b2= 1the value r2from the outputs of
RgPRF2is supplied through the blocks of circuits OR3 to the inputs of the circuit CMAdd2, where the
value of the intermediate remainder is calculated and it is stored in RgR CMAdd2.

At the same time, the partial remainder r2 is shifted by one bit toward the higher one with the clock
signal Clk1 through the block of circuits And9 with a delay for the time of writing R2 in RgR in DL.3 is
fed to the inputs of the PRF1 through the block of circuits OR1. At the outputs of PRF1, a partial
remainder is formed, which with a value of b3 = 1is fed through the blocks of circuits
And8 and OR3 to the inputs of CMAdd2, where an intermediate remainder R3 = R2 ® r3 is formed.
During the formation of intermediate remainder R3, the value of the remainder r3 from the outputs of the
PRF1 with a shift by one bit to the higher side is fed to the inputs of the PRF2 and the intermediate
remainder forms the output of which r4 = 2r3modP (x), which is stored in the register RgPRF2. Thus,
before entering the next pulse of Clk2 in the circuit in the register RgPRF2 we have a partial remainder r4,
in the register RgR CMAdd2 the value ofthe intermediate remainder R3.

Other remainders are similarly formed in RgR and RgPRF2. After the last clock signal is supplied to
RgR, the final result R*p- is generated. At the same time, the CCS generates a signal “End of operations”,

which is delayed by the DL.4 elements for the time the remainder r* 2 and R*p- are PRFs, we are able to

increase the speed.

Consider the example of multiplication of polynomials modulo.

Let A(X) = x5kx4+x+1; B(x) = x5tx3tx21; P(x) = x6tx+1. Binary representations of these
polynomials: A = 1100112B=1011012and P=10000112. The calculation results are given in tablel.

To implement the device “for multiplying polynomials modulo with analysis of two bits of the
polynomial multiplier per step” was used FPGAs from the company Xilinx, family Artix-7. Table 2 shows
the total number of Artix 7 FPGAs (xc7al100t). The work of this device for polynomials with a power ofm
= 6" 12 was tested on it.

Figure 4 shows the timing diagram of the device for polynomials A(x) = 1100112 B(X) = 1011012
and P(x) = 10000112 which implement the operation R(x) = A(X)*B(x)mod P(x) with power m = 6. As
can be seen from the timing diagram, the output data are the values of partial remainders (ri, ri+1) and
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Table 1- The sequence of operations
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b=0:bo=1

io=bo*A(x)=1 10011,

ri=2romodP(x)=
1100110
0
1000011
0100101
n>P(x)
ri=2rimodP(x)=
1001010
®
1000011
0001001
2>P(x)

Ro=0®ro=110011
Ri=RoO©(ri*bi)=
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©
000000
uoou

CIkl
b,:L ej.=1

r3=2r;modP(x)=
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0
1000011
0010010
rXP(x)

[4=2r310(1P(X)=
0100100
0
1000011
0100100
r4&<P(x)
R2=Ri0 (r2*h:)=
001001
0
110011
111010
A=Sj0(r3*b3=
111010
0
010010
101000

Clk2
b<=I, b4=0

r5=2r4modP(x)=
1001000
0
1000011
0001011
r5>P(x)

r4=2rjmodP(x)=
0010110
0
1000011
0010110
K6<P(x)

R4=R30(r4*bd)=
101000
R,=R40fc*b5)=
101000
0
001011
100011
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x8+ X5 x3+ XX+

0

_ XStX3+ X2
x5+x+1, which corresponds to 10001b

X6+x+I

XA+X3+X2

Table 2 - Total number of Artix 7 FPGA resources (xc7a100t)

Figure 4 - Diagrams of the formation of intermediate remainders for polynomials with power m =6

Resources
LUT
FF

Number
63 400
126 800
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intermediate remainders (R, RI4). In this case, after applying the “Start” level, the value rO= A(x) with the
value b0= 1through the block of circuits And7 is recorded in PrR CMAdd2 as r0=R0=110011. At the same
time, the value of rO with a shift by one bit to the left is fed to the input of PRF1 and rl = 0100101 is
formed at the output of PRF1. With a value of bl = 1, the value rl is fed to the input of CMAdd2, where
the operation is performed then R1=R0Q(r1*b1)=110011. Then, at the same time, rl with a shift by one bit
to the left is fed to the input of PRF2 at the output of which an intermediate remainder
r2=2rlmodP(x)=0001001 is formed, which is stored in RgPRF2. This ends the action of the “Start” signal.
With a clock signal Clk1l with a value of b2 = 1, the contents of RgPRF2 are transmitted to the inputs of
CMAdd2. Where R2=R1Q(r2*b2)=111010 is formed. At the same time, r2 from the outputs of RgPRF2
with a left shift by one bit is fed to the input of the PRF1 at the output of which a partial remainder
r3=2r2modP(x)=0010010 is generated, which is fed to the inputs of CMAdd2, forming
R3=R2Q(r3*b3)=101000. At the same time, r3 with a shift by one bit to the left is fed to the inputs of the
PRF2, forming r4=2r3modP(x)=0100100, which is stored in RgPRF2. After applying the clock signal
ClIk2 as the value is b4 = 0, then R4=R3Q(r4*b4)=101000. Also the signal Clk2 doubles the value r4 is
transmitted to the inputs of the filter 1 at the output of which the value r5=2r4modP(x)=0001011, which is
fed to the inputs of CMAdd2, where the final balance R5 = R4Q(r5 * b5) = 100011 is formed.

Table 3- The amount of resources spent

m, bit LUT % FF %
6 202 0.32 130 0.10
8 271 043 185 0.15
10 398 0.63 252 0.20
12 01 0.93 332 0.26

Table 3 shows the amount of the main resources LUT and FF used and their percentage of the total
for polynomials with power m = 6 * 12.

Conclusion. As can be seen from the considered the device for multiplying polynomials modulo with
analysis of two bits of the polynomial multiplier per step, the multiplication process can be accelerated
almost twice. Similarly, to accelerate the multiplication of polynomials modulo per step of multiplication,
you can analyze more than two bits of the multiplier.
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JAKNapaTTbIK )X3HE eCenTeyLl TEXHOMOrUANap UHCTUTYTbI, AniMaTbl, KasakcTaH,;
2NTTIK aBaLmnanbIK yHuBepcuteTy Kues, YKpanHa;
3Anb-dapabu atbiHAarbl Kasak ynTTeiK yHuBepeuteTy Anmarsl, KasakcTtaH

LIABAM CAVibIH KOBEMTK1LITEPALL EK1 PA3PAATAPLIH TANAAY APLIbIb
NONVHOMAAPALI MOAY b BONbIHLWA KOBEATETLH LI¥PLIT bl

AHHoTaumsa. KP BxxPM FK kapacTbl AKNapaTTbIK X3He ecenTeyLl TEXHOMOrmanap MHCTUTYTbIHAA 6elinosu-
umsnbIK Kenmywemkrep ecentey Xxyiiea (BKEX) Henswae fepekTepai wudpnaygbly, CUMMETPUAIbIK airopLU LU
Xaca/bIHbIM, 011 MPOrpaMMasIbIK XXO/IMEH tOKe KOCbIraH. JepekTepai Lwndpnay aHe Kepi wiudpnay XoliaamabirbiH
apTTbipy YL aTanraH KpWUMTOXYyie MporpaMmasblK-annapaTTblK HeMece annapaTTbiK XKO/IMEH HOKE KOCblybl
MyMKLW. MyHpain BKEXX Henswge KypbiiraH KpunToXyiiede LepeKTepai wugpiay >XblauaMabIrbiHbIL, ecipinyi
OHbIH KypaMblHAArbl annapatTbiK MOAY/bAEPAL, Napanfienb XYyMbIC XXacaybiMeH 6GainaHbicTbl. BKEXX-re cylieHLu
KypblraH KpunToxyiienepaw, Hen3n 610rbiHa KenMYLWenikTepi KenTipinMeiTiH KenMYLWenikTep Mogy/i apKbiibl
KebeMTeTiH Kypbinrbiiap xaragsl. MyHAan Kypbinrbinapia LepekTepai wudpnayra )aHe Kepi wngpnayra Kaxer
apuMeTUKa/IbIK amMasiiap opbiHaanagpl.

ATanraH kebeiTy KypbIrbiCbiHAa Ke6ennw peTiHge WndpaaHaTbiH M3TIHHIH 6ip 6enT 60/bin TabblnaTbiH
KenMY LLUENIKTIH eKifiK KoapduumeHTTepy an KebGelTKill peTiHAe Kynus LUAT pefiH aTkapaTblH KenMmYLWenikTiH
eKinik KoahmumeHTTepi 6ona anagbl. Mogynb peTiHAe >Xorapblgarbl KenmYLWenikTeri KenTipi/IMenTiH KenmYLwe-
NiKTepiHiH BIpiHLL eKiNiK KO3(h(ULMEHTTePI alblHaabI.

107



N E WS ofthe Academy ofSciences ofthe Republic o fKazakhstan

KenmYweniktepai mogynb 6oibiHWA KebelnTyauw, ekl Tacw 6ap. BipiHWiciHAe KenmMyLemKrepaL, ekinik
KoathhuumeHTTepiH 6ip-6ipiHe KebeiTin, ogaH COH KeGeMTIHAIHI Moaynbre Kentipemis. MyHAa KeGeiiTy yakbITbl
KenmYLweniktepai Ke6enTyre KeTeTiH YaKbITMEH YK3He OHbl MOAY/bre Kefnpy yakbITTapbIMeH aHbikTanagbl. OHbIH
YcriHe ke6eiTiHAi paspagTapbl MOLyNMb paspagTapbl CaHblHaH acbin ketedi. MyHpgai xargaifa Ke6emty Kypbin-
IbICbIHBIH Kypambl KYPaenineHes,.

EKiHWI TaciniHae KenmYweniktepai mofy/nb 6GoiblHWA KebeinTy YCTiHae KebeilTy amanbl OipHewle Kagam
apKbliibl opbiHAaMaAbl. Kagam caHbl KeGelTww 60/bin TabbliaTbiH KENMYLWENIKTIH €KW K KO3PMUUMEHTTEPIHIH
CaHbIMeH (paspagTapbiMeH) aHblKTanagpl.

KebeiTyaw, ap kagambliHAa 6YpbIHTbI @/1bIHTaH XXEKeNeHreH ri-1 kangplk Xxorapbl paspsjka Kapaii 6ip paspsagka
XKBUDKbITBUIBIN (ArHK ewre KebenTinin), >kekenereH kKangplk KanbintacTeiprbiw (PKKK) KipiciHe 6epinegi. XXKK
eKire KeGenTLIreH 2ri-1 Ka/AbIKTbl MOAY/bre KeNTIPin ri KangbirbiH KanbinTacTbipadbl. OfaH 3pi ri Kaigbirb! ofaH
OYpblH anblHraH apanbik Ri-1 kangbirbiHa eKinik MOAynbMeH KOCbIHAbIMaHbIM, Ri apanbik KangbirbiH KasbinTac-
Tbipagbl. XKorapbigaH KepiHin TypraHfai, keGeilTyfiH 3p KafaMblHAa KanablKTapdbl XEKeNeHreH KaibinTacTblpy
YcTiHge kenmYLWwenikrepai kebeliTy xxaHe onapabl Mogy nbre Kennpy onepauusnapbl 6ip Kagamaa opblHAanagpl.

Makanaga keGenTygiH 3p kafamblHAA KeGeWTLW KenMYLUeMiKTepiHIH € paspsATapbliH Tangay apKbifibl
KenwYLwenikrepgi Mogynb 6olibiHIWA KeGelTeTiH Kypbinrbl kapanagbl. KebeWTy KypbIArbICbIHbIH KYpbUIbIMABIK
Cyn6achl, OHbIH YXYMbIC >acay peTi, KeOeliTy KypbInrbICbiHbIH KypaMblHa KipeTiH YXeKeNeHreH KaniblKtap Kanbin-
TaCTbIPrbillbl, KypaMblHAA >XUHAKTarbiwbl 6ap el MOAYAbMEH XYMbIC XacalTblH KOCbIHAbINArbIWbI Kapanagbl.
KapanraH kenmYLleniktepdi MOAy/bMeH KeGeilTy KypblarbICbiHbIH XyMbICbl Xilinx komnaHuscbiHbiH M/IVC-w
(Artix-7) icke KOCY apKbl/bl TEKCEPLLUTEH.

TYWin ce3fep: 6einosnumanbik KenmYLLenikTep ecenTey Xyiiea, KenTipinMeliTiH KenmYLwenikTep, KenmyLue-
NiKTepai KenTipinMenTiH KenMY LWeNiKTep apKbiibl Ke6eNTy, KaablKTap KaslbiNTaCTbIprbiLLbl.

M. H. Kanumongaesl, C. ToiHbiMbaeBl, C. MHaTiOk2 M. K. M6panmos3 M. M. MaF30M1

WMHCTUTYT MHAOPMALIMOHHbIX U BbIUUC/IMTENbHBIX TEXHOMOMMA, ANMaThl, KasaxcTak;
HauvoHanbHbIV aBUALMOHHBIN YHUBEPCUTET, K1EB, YKpauHa;
FKa3axcKuii HAUMOHANBHBIA YHUBEPCUTET UM. anb-Papabu, Anmarsl, KasaxcTaH

YCTPOWNCTBO YMHOXEHUSA MOMIMMHOMOB MO MOAY /O
C AHANN3OM 3A WAT ABYX MAALLWNX PA3PAOOB MHOXUTENA

AHHOTauusa. B VIHCTUTYTe MH(OPMALMOHHBIX U BbIUMCAUTENBHBIX TexHonornii KH MOH PK paspaboTaHsl v
MPOrpamMMHO PeasIM30BaHbl IrOPUTMbl 6104YHOr0 CUMMETPUYHOIO LLIM(POBaHMA faHHbIX Ha 6a3e Hemo3WLWMOHHOM
NO/IMHOMMANBHON cucTembl cumcieHns (HIMCC). Ocobblii MHTepec NpeacTaBAstoT MporpamMMHO-annaparHble U
annapatHble cnocobbl peanusauus HIMCC, KoTopble MO3BONSAKOT CYLLECTBEHHO YCKOPUTL MpoLecc LWngpoBaHua m
pacLuMpoBaHMa JaHHbIX 33 CUET MapasnefibHoN 06paboTKM AaHHbIX Ha YPOBHE OTAENbHOIO MOLYNSA W paspsafoB
BHYTPM KaXXA0ro MoZy/s.

Mpy nporpamMHo-annapaTHO/ 1 annapaTHol peanu3auuii Kpuntocuctem Ha 6ase HIMCC OCHOBHbIM 610KOM
AB/IAETCA YMHOXMWTE/b MOSIMHOMOB MO MOZLY/HO HENpPUBOLUMBIX MOMHOMOB, e MPOWU3BOAATCA CMOXHbIe BblYMC-
NeHnsa No LWNPOBaHMIO W PaCLLUM(POBAHUIO AaHHLIX. B TakMxX YMHOXUTENAX B KaUeCTBE MHOXUMOIO BbICTYMaeT
(hparMeHT LIMAPUPYEMOro TEKCTa, & MHOXMTENIEM ABMISETCA NOMMHOM, KOTOPbIA CAYXWT CEKPETHbIM K/IHOUOM, a
MOZY/b BbIGUPAeTCA 13 MHOXeCTBa HEMPYBOAVMBIX MOSIMHOMOB.

CyluecTByeT fiBa MOAX0Aa K YMHOXEHMWIO MOJIMHOMOB MO MOAy/0. B nepsomM nopaxoge ABOMYHbIE KO3((K-
LUMEHTbI NOIMHOMOB MHOXMWTENIA 1 MHOXUMOIO YMHOX@KTCA Ha YCTPOWMCTBE YMHOXEHUS NOMHOMOB, 3aTeM 3TO
npounssefieHne MPUBOAWUTCA MO MOAYNHO HEMPUBOAMMOro MonmHoMa. lpy TakoM MOAXOAe BPeMs YMHOXEHUA
MO/IMHOMOB MO MOAY/IO CKNafblBaeTCs U3 BPEMEHV YMHOXEHNS NMOMHOMOB U BPEMEHW NPUBELEHNSA NMPON3BEAEHNS
MO/IMHOMOB MO MOZY/IO HEMPUBOAMMOTO nonvHoMa. Kpome 3Toro, pesynbTaT YMHOXEHWS MONMHOMOB BbIXOAWT 3a
pasps4HOI CETKOM MOAYNA, YTO YCNOXHAET CTPYKTYPY YCTPOCTBA YMHOXEHNS.

Bo BTOpPOM NOAX0fe YMHOXeEHWe MOSIMHOMOB MO MOAY/MO Onepaums pa3buBaeTcs Ha Luarv, YACno KOTopbIX
onpefenseTca YMCIO0M ABOUYHBIX KOIP(ULMEHTOB (pa3psagHOCTLIO) MOAMHOMA - MHOXMUTENA. TPy 3TOM Ha KaXKaoM
Liare npeablAyLLIMA YaCTUYHBIA OCTATOK ri-1 nepefaeTcs co CABUIOM Ha OAMH Paspsaf, B CTOPOHY CTapLuero paspsaga
aToro octatka (ri-1 yMHOXaeTcsl Ha [Ba) Ha BXOAbl CMefylowero hopMupoBaTens YaCcTUUHbIX ocTaTkos (PYO) u
MPOV3BOAUTCS ero NpPUBELEHNE NO MOAY/HO HEMPUBOLUMOIO MOAYNS, (POPMUPYS YACTUYUHBIA OCTATOK ri. OCTaTOoK ri
npy eUHNYHOM 3HAYEHUW aHANM3UPYEMOTO PaspsALa MHOXUTENS NOAAETCA Ha BXOMbl HAKarM/IMBAIOLLEro cyMmaTopa
N0 MOAY/HO [iBa, e BbIUMCISETCA NPOMEXYTOUHBIA OCTATOK NYTEM CNOXEHWS N0 MOAY/HO [1Ba YACTUYHOIO OCTaTKa
ri C MPOMEXyYTOUYHbIM 0CTaTKOM Ri-1. [pu 3TOM NOAX04e YMHOXEHWNSA HETPYAHO 3aMeTUTb, YTO Npy (hOPMUPOBaHNK
0YEepeaHOro YaCTUYHOrO OCTaTKa Ornepaums YMHOXeHUs MO/IMHOMOB COBMELL@EeTCs C onepauyveii npuBefeHUs Mo
MOZYNHO.
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B pnaHHOW paboTe paccMaTpuBaeTCs YMHOXUTENb NMOJMHOMOB MO MOAYMH, TAe Ha KaXOM Luare YMHOXEeHUs
aHanusupyeTtcs ABa paspsafa MofIMHOMa - MHOXWTENs, 4YTO NO3BONAET YCKOPUTb MpoLecc YMHOXeHus. B pa6oTe
NpuBOAATCA (PYHKUMOHaNbHbIE CXeMbl YMHOXWTENA U €ro KOMMOHEHTOB, MPUMepP YMHOXeHWs. B 3aknitoyeHum
NPUBOANTCA peann3alnsa pacCMOTPEHHONO yCTpolicTBa YMHOXeHUst Ha MJINC dgupmbl Xilinx (cemeiictea Artix-7).
PaboTa npenfoXKeHHOro yCTPOCTBa YMHOXEHWSI oNpo6rpoBaHa ANs NMOMMHOMOB, UMELIMX CTeneHb m=6"12, u
onpefeneHo 415 HAX KOIMYEeCTBO 3aTpayeHHbIX PecypCoB.

KntoueBble cnoBa: KPUNTOCUCTEMA Ha OCHOBE MNONMHOMWALHOW CUCTEMbl CUUC/EHWUS, HENPUBOAUMbIE
MOIMHOMBI, YMHOXWTE/b MNOIMHOMOB M0 MOZY/0 HEMPUBOAUMbIX MOMHOMOB, DOPMUPOBATENN OCTATKOB.
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